DCShadow تکنیکی است که در آن یک مهاجم برای تقلید از یک کنترل‌کننده دامنه و ایجاد تغییرات مخرب در Active Directory از مجوزهای تکراری سوء استفاده می‌کند. اغلب برای پنهان کردن مخفیانه مکانیسم های ماندگاری یا افزایش امتیازات در تراست های دامنه استفاده می شود.

DCShadow یک تکنیک به خصوص مخفیانه است زیرا روش‌هایی که استفاده می‌کند گزارش‌هایی ایجاد نمی‌کند که جزئیات تغییرات ایجاد شده را نشان دهد. بنابراین، کشف و حذف تغییرات ایجاد شده توسط یک دشمن می تواند دشوار باشد.